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Abstract 

Recently, Facebook.com using IPv6 traffic from Facebook all around the world. Facebook includes the 

characters faceb00c. A quick DNS lookup of facebook.com confirms this. The domain resolves to 

2a03:2880:2130:cf05:face:b00c::1.Faceb00c. Facebook.com has IPv6 address 

2a03:2880:f11c:8183:face:b00c:0:25de which is related to Denmark whereas Facebook.com is handled by 

10msgin.vvv.facebook.com. Mail id amitrastogi1986@gmail.com with Social media including Fecebook Twitter 

Research Gate LinkedIn was hacked by Ecducational Institutes & Indian Bank such as PNB Moradabad to Tear 

my Biotechnology Career.  
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I. Introduction 

The IPv6 communications protocol allows Internet to optimise with simplicity. As the IPv6 uses increases 

globally & Facebook adopt the specification of IPv6. Recently, Facebook.com using IPv6 traffic from Facebook 

all around the world.  

(https://www.facebook.com/ipv6/?tab=overview) 

Facebook includes the characters faceb00c. A quick DNS lookup of facebook.com confirms this. The domain 

resolves to 2a03:2880:2130:cf05:face:b00c::1.Faceb00c. 

(https://www.theregister.com/2015/07/08/facebook_casts_a_hex_on_dns/) 

Facebook joined several other major Internet companies to adopt IPv6 in support of the World IPv6. This was a 

particularly big milestone for the Internet companies because without IPv6, the number of people and devices 

connecting to the Internet cannot continue to grow & developed. By creating new addresses, IPv6 is keep 

Facebook (and the Internet) fast, responsive, and reliable. IPv6 allows for more flexibly in Facebook network 

designs. Most software related to Facebook are worry about IPv6 and however everything is IPv4. IP addresses 

related to Facebook are not just integers. Since IPv4 is 32bits an IPv4 address can be converted to an integer and 

then subnetted and subjected to various IP address mathematics. Also IPv6 addresses cannot easily be compared 

as strings. The multiple ways every operating system in Facebook chooses to implement rfc5952, which defines 

the IPv6 text representation. Storage for IP addresses can also be an issue depending on string length and binary 

representation.  

 

(https://engineering.fb.com/2013/06/07/web/adding-face-to-every-ip-celebrating-ipv6-s-one-year-

anniversary/) 

Facebook has been transitioning its data center infrastructure from IPv4 to IPv6. Facebook.com uses two 

software load balancers within the Facebook network are A Layer 4 load balancer (L4LB/shiv) that operates on 

TCP/IP and a Layer 7 load balancer (L7LB/proxygen) that operates on HTTP/HTTPS. In a dual-stacked cluster, 

a routable host IPv4 address is used as the BGP next-hop but an IPv6-only server does not have this. IPv4 

request enters the Facebook network and is routed to the L4LB. Second the L4LB wraps the request in an IPv6 

tunnel to send it to the chosen L7LB. The L4 and L7 LBs are not in the same rack which is because the tunnel 

cannot use IPv4 connection which is local and IPv6 is required. Finally the L7LB receives the request & 

decapsulates it which sends a response directly back to the client.  
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(https://engineering.fb.com/2017/01/17/production-engineering/legacy-support-on-ipv6-only-infra/) 

Facebook uses deployed dual-stack IPv4 and IPv6 support on its routers and that made no changes to its hosts in 

order to support IPv6.  

 

(https://www.networkworld.com/article/2211726/facebook-adds-ipv6-support.html) 

Discussion Related to Mail id amitrastogi1986@gmail.com Hacking with Social Media with its with 

Special reference to Facebook 
Mail id amitrastogi1986@gmail.com is hacked from many years as possibly hacked by the educational 

institutions where it was made. Moreover, mail id amitrastogi1986@gmail.com was made in Dehradun on 

saying of Dr Arun Kumar in Dolphin (P.G.) Institute of Biomedical & Natural Sciences in near August – 

September 2007 in MSc Biotechnology Class from Siffy Cyber Cafe Dehradun, Prem Nagar Dehradun P.O. 

248007. Admission Counsellor in Dolphin Institute was Former Lecturer Dolphin Institute Gaurav Sahal who is 

presently General Manager in Sun Pharma Mumbai in Patent Department as Dr Gaurav Sahal. In 2013-14 Dr 

Gaurav Sahal took myself Amit Rastogi to out from his MSc Biotechnology Panel at home address H. No. 952 

Shiv Shakti Nagar Moradabad India by Air message at Fee receipt given by him during admission in May-June 

2006. As Both are involved in hacking of mail id amitrastogi1986@gmail.com. Both Institutions Dolphin 

Institute Dehradun & SHIATS SHUATS AA-IDU Allahabad are involved in hacking of this mail id. Both 

institutions use the way to hack this mail id was Indian Banks & ATM. Moreover, Dolphin Institute has its 

second Institute in Chandigarh too. Researve Bank of India is also involved in it. I informed hacking 

information of this mail id many where such as Google. Social media with this mail id such as LinkedIn, 

Twitter, Research Gate & Facebook is also hacked which is also informed to all four companies. 

(https://www.dolphininstitute.in/) (http://shuats.edu.in/). There is IP Network AS 1986 which is associated 

with Network name DNIC-AS-01986 both are advised to Terminated & Close which are associated to 

Delhi with Public IP 106.66.36.96. (https://en.ipshu.com/my_info). Indian Millatery Academy Dehradun is 

also indulged in to hacked this mail id & doing Terrorism worldwide with Both Instutions. Myself Amit 

Rastogi did Forensic Investigation Report Indian Millatery Academy Dehradun with Both Institutions 

manywhere. Wild Life Institute of India Dehradun is also associated with them By Dr Arun Kumar 

Former Director Research & Professor Dolphin Institute Dehradun, Former Wild Life Scientist F in 

Division Zoological Survey of India.  

 

Discussion of All Educational Institutions is necessary because All Educational Institutes are 

Associated with Each Other by LAN WAN MAN and with Router. Also from Network Management, IP QoS, 

DNS, proxy, WLAN settings, DSL, ADSL, MAC, WPS block. Furthermore, University Grant Commission is 

also involved in it & Forensic Investigation Report Many Where by Myself. All Research Manuscript are self 

Rejected with all mark sheets are self reject too because of I am finding problem from all those manuscript and 

as per Marksheets & certificates. Moreover, from Research Paper, Research Review Paper, Book Chapter, Book 

Published during Janurary 2012- December2021. Furthermore, Dolphin Institute Dehradun did Biohacking with 

me after publication of Research Review Paper associated with URL 

https://doi.org/10.1016/j.mtchem.2022.101247 (https://192-168-1-1ip.mobi/). (Amit Rastogi, 1986). 

Facebook.com has IPv6 address 2a03:2880:f11c:8183:face:b00c:0:25de which is related to Denmark 

whereas Facebook.com is handled by 10msgin.vvv.facebook.com (https://Google.com).  

Discussion Related to Hacked Mail id amitrastogi1986@gmail.com & Its connection with PNB 

Moradabad which is Hacked with its Social Media with Special reference to Facebook & Others 

 

Suresh Chandra Rastogi opened ATM in 2013 from Punjab National Bank Moradabad Budh Bajar 

Near G. G. Inter College from his PNB Pass Book with Punjab National Bank Moradabad with mail id 

amitrastogi1986@gmail.com which is hacked now & informed many where (Amit Rastogi, 2023) 

(https://www.pnbindia.in/). ATM was with ATM CODE 1234 which was used in Lucknow & Allahabad. PNB 

ATM was broken by Arun Rastogi in near 2014 in Moradabad PNB Branch by saying of other customer of PNB 

Moradabad in PNB Moradabad to Arun Rastogi. Also Arun Rastogi was in PNB Moradabad to submitted this 

ATM Card to  

PNB Branch Moradabad. There was Possibily Three Days attack  on Amit Rastogi from PNB & others bank 

where ATM was incorporated including Reserve Bank of India as per Moon phase  according to vedic 

Astrology as 12 Zodic Sign as Moon stays in one Zodic Sign around 60 to 61 hours PNB Moradabad also did 

attack on Amit Rastogi at home Address in 2014 in Moradabad by Broken ATM too. Also SEBI PNB 

Moradabad & Delhi was involved to provides Amit Rastogi wrong Medicine by MBBS MD Dr Himanshu 

Gupta in 2014 to attack Amit Rastogi as per Sun Sign. PNB Moradabad PNB Dwarika New Delhi & PNB 

Listing & their officials are Forensic Investigation Report Many where. Also SEBI PNB Moradabad are 

Forensic Investigation Report manywhere including PNB Dwarika New Delhi & SEBI PNB Listing. Also RBI 
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Governors from 2013 to 2023 Forensic Investigation Report Manywhere. Also Police India Commercial Private 

& Government are Forensic Investigation Report Manywhere (https://www.pnbindia.in/). My Facebook, 

Research Gate LinkedIn Twitter is hacked with the mail id amitrastogi1986@gmail.com (Amit Rastogi, 

2023).  Above all are involved in to Tear MY BIOTECHNOLOGY CAREER. Amit Rastogi Applied For 

Career Oriented Jobs all around Thousands of where. However, where never ever till now succeed by All 

those Peoples discussed above including Peoples related to all Educational Institutes.  

 

Concluding Remarks 

Facebook.com has IPv6 address 2a03:2880:f11c:8183:face:b00c:0:25de which is related to 

Denmark whereas Facebook.com is handled by 10msgin.vvv.facebook.com. Mail id 

amitrastogi1986@gmail.com with Social media including Fecebook Twitter Research Gate LinkedIn was 

hacked by Ecducational Institutes & Indian Bank such as PNB Moradabad to Tear my Biotechnology Career. 

All Educational Institutes from RSP Seohara RSM Dhampur Dolphin Institute Dehradun TMU Moradabad 

(Doctorate of Philosophy Form was Filled in 2009) SHIATS SHUATS AAI DU Allahabad IFTMU Moradabad 

SVU Gajraula Alpine Institute Dehradun Monad University Pilaukhawa Hapur (NCR) are advised not to misuse 

my mail id including schooling name BDRM & SDJMS Seohara. Also PNB Moradabad & Dwarika New Delhi 

with RBI Governers are Advised not to misuse my mail id & advised too not to create Fund from My Hacked 

mail id. Amit Rastogi will not be responsible for any kind of fraud & World wide Terrorism related to this mail 

id.   
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